**II. Threats / Attacks**

**So in this section we are going to talk about the common types of threats or attacks. Let us move on to the first one: Phising. You can understand Phising like “go fishing” so you have to have a bait so that you can catch a fish. Phising is the same. So this is the definition you can have a skimming of it.**

**PHISING is popular for email, telephone, bank accounts and especially social media.**

**Next is RANSOMWARE. And this is type of crypto malware and this can block access from users to the data.**

**EXAMPLE: Crypto-ransomware attacks tend to play out as follows: The cybercriminals deliver the malware to the user’s device**

**Lockers: completely lock you out of your system, so your files and applications are inaccessible**

**Ransomware Crypto: This type encrypts the files and data within a system, making the content inaccessible without a decryption key**

**THIS IS THE MOST POPULAR ONE**

**Social Engineering: manipulate people into sharing sensitive information**

**DDOS: It force a computer run out of the control like you have only pentium pc but your force it to run Triple A games.**